
AMENDMENT TO RULES 

COMMITTEE PRINT 119–8 

OFFERED BY MR. TURNER OF OHIO 

At the end of subtitle H of title VIII, insert the fol-

lowing new section: 

SEC. 8ll. CYBERSECURITY REGULATORY PLAN. 1

(a) IN GENERAL.—Not later than June 1, 2026, the 2

Chief Information Officer of the Department of Defense, 3

in coordination with the Chief Information Officer of each 4

military department, shall submit to the congressional de-5

fense committees a plan to reduce the cybersecurity regu-6

latory burden on the Defense Industrial Base. 7

(b) REQUIREMENTS.—The plan required by sub-8

section (a) shall include— 9

(1) a process for assessing future proposed cy-10

bersecurity contractual requirements for duplication; 11

(2) a process for coordinating and centralizing 12

approved cybersecurity requirements; and 13

(3) a coordination mechanism with industry to 14

characterize the industry position on any new cyber-15

security contractual requirements, to include a cost- 16

estimate, a cost-benefit analysis, and an assessment 17
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2 

as to whether the control is considered duplicative to 1

existing security controls. 2

◊ 
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Amendment to Rules


Committee Print 119–8


Offered by Mr. Turner of Ohio


At the end of subtitle H of title VIII, insert the following new section:


SEC. 8__. Cybersecurity regulatory plan.

(a) In general.—Not later than June 1, 2026, the Chief Information Officer of the Department of Defense, in coordination with the Chief Information Officer of each military department, shall submit to the congressional defense committees a plan to reduce the cybersecurity regulatory burden on the Defense Industrial Base.


(b) Requirements.—The plan required by subsection (a) shall include— 


(1) a process for assessing future proposed cybersecurity contractual requirements for duplication;


(2) a process for coordinating and centralizing approved cybersecurity requirements; and


(3) a coordination mechanism with industry to characterize the industry position on any new cybersecurity contractual requirements, to include a cost-estimate, a cost-benefit analysis, and an assessment as to whether the control is considered duplicative to existing security controls.
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