AMENDMENT TO RULES COMMITTEE PRINT 115–70

OFFERED BY MS. SINEMA OF ARIZONA

At the end of title II, add the following new section:

1 SEC. 2. BRIEFING ON INNOVATIVE MOBILE SECURITY TECHNOLOGY CAPABILITIES.

   (a) SENSE OF CONGRESS.—It is the sense of the Congress that—

   (1) government-owned mobile technologies remain at risk for targeting or data breaches placing at risk information that could harm national security; and

   (2) further, these vulnerabilities exist because current technologies do not possess the necessary security features required to mitigate the threats of credential theft, active surveillance from microphones and cameras, and tracking of user movements and location.

   (b) BRIEFING REQUIRED.—Not later than 90 days after the date of the enactment of this Act, the Secretary of Defense shall provide to the Committees on Armed Services of the Senate and the House of Representatives a briefing on—
(1) threats posed by credential theft, active surveillance from microphones and cameras, and tracking of user movements and location;

(2) the commercial availability of technologies to mitigate these threats; and

(3) strategies and feasibilities of deploying mobile security technologies within the Department.