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AMENDMENT TO RULES CoOMM. PRINT 119-8

OFFERED BY MRS. MILLER OF WEST VIRGINIA

At the end of subtitle B of title XVII, add the fol-

lowing:

1 SEC. 17 .REPORT ON NATIONAL SECURITY IMPLICATIONS
OF TECHNOLOGY PROTECTIONISM BY THE
REPUBLIC OF KOREA.

(a) IN GENERAL.—Not later than December 1, 2025,
the Secretary of Commerce shall provide a briefing to the
appropriate congressional committees detailing the na-
tional security implications of the diserimination by the

Republic of Korea against United States technology firms,
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which works to the advantage of technology firms of the
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People’s Republic of China.
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(b) ELEMENTS.—The briefing required by subsection
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(a) shall include—
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(1) a determination as to whether—
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(A) legislation of the Republic of Korea
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known as the “Online Platform Monopoly Act”,

[S—
(@)

the “Fairness in Online Platform Intermediated
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Transactions Act”, or any law or regulation
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that targets or discriminates against U.S. tech-
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nology firms would impact United States na-
tional security;

(B) such legislation would allow technology
firms of the People’s Republic of China that
pose national security risks to the United
States and United States allies to gain market
share in the Republic of Korea;

(C) targeted enforcement measures, includ-
ing office raids and threats of prosecution of
U.S. firms, risk provoking unnecessary friction
with the United States and growth of tech-
nology firms of the People’s Republic of China;
and

(D) dominance over the digital sectors of
the Republic of Korea by technology firms of
the People’s Republic of China would impact
the information security of the United States
Armed Forces based in the Republic of Korea;
and

(2) a determination of the manner in which the

passage of such legislation and targeted enforcement
measures by the Republic of Korea, and the mitiga-
tion of their national security impacts, should be

taken into account with respect to United States de-
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| fense funding intended for the protection of the Re-
2 public of Korea.

3 (¢) DEFINITION.—In this section, the term ‘“‘appro-
4 priate congressional committees” means—

5 (1) the Committee on Armed Services and the
6 Committee on Commerce, Science and Transpor-
7 tation of the Senate; and

8 (2) the Committee on Armed Services and the
9 Committee on Energy and Commerce of the House
10 of Representatives.
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Amendment to Rules Comm. Print 119–8


Offered by Mrs. Miller of West Virginia


At the end of subtitle B of title XVII, add the following:


SEC. 17_. Report on national security implications of technology protectionism by the Republic of Korea.

(a) In general.—Not later than December 1, 2025, the Secretary of Commerce shall provide a briefing to the appropriate congressional committees detailing the national security implications of the discrimination by the Republic of Korea against United States technology firms, which works to the advantage of technology firms of the People’s Republic of China.


(b) Elements.—The briefing required by subsection (a) shall include— 


(1) a determination as to whether— 


(A) legislation of the Republic of Korea known as the “Online Platform Monopoly Act”, the “Fairness in Online Platform Intermediated Transactions Act”, or any law or regulation that targets or discriminates against U.S. technology firms would impact United States national security;


(B) such legislation would allow technology firms of the People’s Republic of China that pose national security risks to the United States and United States allies to gain market share in the Republic of Korea;


(C) targeted enforcement measures, including office raids and threats of prosecution of U.S. firms, risk provoking unnecessary friction with the United States and growth of technology firms of the People’s Republic of China; and


(D) dominance over the digital sectors of the Republic of Korea by technology firms of the People’s Republic of China would impact the information security of the United States Armed Forces based in the Republic of Korea; and


(2) a determination of the manner in which the passage of such legislation and targeted enforcement measures by the Republic of Korea, and the mitigation of their national security impacts, should be taken into account with respect to United States defense funding intended for the protection of the Republic of Korea.


(c) Definition.—In this section, the term “appropriate congressional committees” means— 


(1) the Committee on Armed Services and the Committee on Commerce, Science and Transportation of the Senate; and


(2) the Committee on Armed Services and the Committee on Energy and Commerce of the House of Representatives.
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