
AMENDMENT TO 

RULES COMMITTEE PRINT 119–8 

OFFERED BY MR. KRISHNAMOORTHI OF ILLINOIS 

At the end of subtitle D of title XV, add the fol-

lowing: 

SEC. 15ll. ASSESSMENT OF MILITARY APPLICATIONS OF 1

DEEPFAKES AND GENERATIVE ARTIFICIAL 2

INTELLIGNECE BY THE PEOPLE’S REPUBLIC 3

OF CHINA. 4

(a) ASSESSMENT.—Not later than 180 days after the 5

date of enactment of this Act, the Secretary of Defense 6

shall submit to the appropriate congressional committees 7

a comprehensive threat assessment regarding the use, de-8

velopment, and future capabilities of the People’s Republic 9

of China and the People’s Liberation Army with respect 10

to machine-manipulated media, including deepfakes, and 11

other generative artificial intelligence technologies. 12

(b) MATTERS TO BE INCLUDED.—The assessment 13

required under subsection (a) shall, at a minimum, include 14

the following: 15

(1) A description and analysis of the matters 16

described in subsection (a). 17
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(2) An assessment of potential malign applica-1

tions of such media and technologies in an armed or 2

diplomatic conflict involving the People’s Republic of 3

China. 4

(3) An assessment of the ability of the United 5

States or military partners of the United States to 6

counter such potential applications. 7

(4) Recommendations to enhance United States 8

and partner military preparedness for such potential 9

malign applications, including the potential use of 10

content provenance protocols. 11

(c) FORM.—The assessment required under sub-12

section (a) shall be submitted in unclassified form, but 13

may contain a classified index. 14

◊ 
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Amendment to


Rules Committee Print 119–8


Offered by Mr. Krishnamoorthi of Illinois


At the end of subtitle D of title XV, add the following: 


SEC. 15__. Assessment of military applications of deepfakes and generative artificial intellignece by the People’s Republic of China.

(a) Assessment.—Not later than 180 days after the date of enactment of this Act, the Secretary of Defense shall submit to the appropriate congressional committees a comprehensive threat assessment regarding the use, development, and future capabilities of the People’s Republic of China and the People’s Liberation Army with respect to machine-manipulated media, including deepfakes, and other generative artificial intelligence technologies.


(b) Matters to be included.—The assessment required under subsection (a) shall, at a minimum, include the following: 


(1) A description and analysis of the matters described in subsection (a).


(2) An assessment of potential malign applications of such media and technologies in an armed or diplomatic conflict involving the People’s Republic of China.


(3) An assessment of the ability of the United States or military partners of the United States to counter such potential applications.


(4) Recommendations to enhance United States and partner military preparedness for such potential malign applications, including the potential use of content provenance protocols.


(c) Form.—The assessment required under subsection (a) shall be submitted in unclassified form, but may contain a classified index.
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  At the end of subtitle D of title XV, add the following: 
 
  15__. Assessment of military applications of deepfakes and generative artificial intellignece by the People’s Republic of China
  (a) Assessment Not later than 180 days after the date of enactment of this Act, the Secretary of Defense shall submit to the appropriate congressional committees a comprehensive threat assessment regarding the use, development, and future capabilities of the People’s Republic of China and the People’s Liberation Army with respect to machine-manipulated media, including deepfakes, and other generative artificial intelligence technologies.
  (b) Matters to be included The assessment required under subsection (a) shall, at a minimum, include the following:
  (1) A description and analysis of the matters described in subsection (a).
  (2) An assessment of potential malign applications of such media and technologies in an armed or diplomatic conflict involving the People’s Republic of China.
  (3) An assessment of the ability of the United States or military partners of the United States to counter such potential applications.
  (4) Recommendations to enhance United States and partner military preparedness for such potential malign applications, including the potential use of content provenance protocols.
  (c) Form The assessment required under subsection (a) shall be submitted in unclassified form, but may contain a classified index.
 

