AMENDMENT TO THE RULES COMMITTEE PRINT
OF H.R. 3523
OFFERED BY MS. JACKSON LEE OF TEXAS

At the end of the bill, add the following new section:

SEC. 3. CYBERINTELLIGENCE DOMESTIC PREPAREDNESS

CONSORTIUM AND CYBERINTELLIGENCE
TRAINING CENTER.

(a) CONSORTIUM.—

(1) IN GENERAL.—The Director of National In-
telligence and the Secretary of Homeland Security
may establish a consortium to be known as the
“Cyberintelligence Domestic Preparedness Consor-
tium”.

(2) FUNCTIONS.—The Consortium established
under paragraph (1) may—

(A) provide training to State and local first
responders and officials specifically for pre-
paring and responding to cybersecurity attacks;

(B) develop and update a curriculum using
the Department of Homeland Security National
Cyber Security Division sponsored Community
Cyber Intelligence Sharing Security Maturity
Model for State and local officials involved in cyberintelligence sharing;

(C) provide technical assistance services to build and sustain capabilities in support of cyberintelligence sharing, preparedness, and response; and

(D) conduct cyberintelligence training and simulation exercises to defend from and respond to cyber intelligence attacks.

(3) MEMBERS.—The Consortium shall consist of academic, nonprofit, and government partners that develop, update, and deliver cyberintelligence training in support of the Director of National Intelligence and the Secretary of Homeland Security.

(b) CYBERINTELLIGENCE TRAINING CENTER.—As a part of the Cybersecurity Domestic Preparedness Consortium the Director of National Intelligence and the Secretary of Homeland Security may establish, where appropriate, one or more cyberintelligence training centers to provide training courses and other resources for State and local first responders and officials to improve preparedness and response capabilities.

(e) PLAN FOR FUSION CENTERS.—The Cyberintelligence Domestic Preparedness Consortium shall develop a plan to implement as one of the
cybersecurity training centers a one-year voluntary pilot program to test and assess the feasibility, costs, and benefits of providing, cybersecurity training to State and local law enforcement personnel through the national network of fusion centers.

(d) PILOT PROGRAM.—

(1) IN GENERAL.—Not later than one year after the date of the enactment of the Act, the Director of National Intelligence or the Secretary of Homeland Security shall implement a one-year voluntary pilot program to train State and local law enforcement personnel in the national network of fusion centers in cyberintelligence standards, procedures, and best practices.

(2) CURRICULUM AND PERSONNEL.—In creating the curriculum for the training program and conducting the program the Director of National Intelligence and the Secretary of Homeland Security may assign personnel from the Office of the Director of National Intelligence and the Department of Homeland Security, including personnel from the Office of Cybersecurity and Communications.

(3) COORDINATION.—The curriculum for the training and for conducting the program will be co-
ordinated with that of the Cyber Intelligence Domestic Preparedness Consortium.