
AMENDMENT TO RULES COMMITTEE PRINT 118– 

10 

OFFERED BY MR. GALLAGHER OF WISCONSIN 

Add at the end of subtitle A of title XV, insert the 

following new section: 

SEC. 15ll. CYBER THREAT INFORMATION SHARING PLAT-1

FORMS. 2

(a) PLATFORM INVENTORY.—No later than 270 days 3

after the date of the enactment of this Act, the National 4

Cyber Director, in consultation with senior officials of the 5

Federal Government (as determined by the Director), 6

shall compile and submit to Congress an inventory of the 7

platforms, applications, efforts, and initiatives used across 8

the Federal Government for the purpose of sharing cyber 9

threat and cyber risk-related information between the 10

Government and the private sector. 11

(b) ELEMENTS.—In carrying out the inventory re-12

quired pursuant to subsection (a), the National Cyber Di-13

rector shall collect relevant details about each platform, 14

application, effort, and initiative, including the following: 15

(1) Usage by Government persons. 16

(2) Usage by private sector persons. 17

(3) Accessibility. 18
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2 

(4) Annual cost. 1

(5) Interoperability with other platforms, appli-2

cations, efforts, and initiatives. 3

(6) Data exchange with other platforms, appli-4

cations, efforts, and initiatives. 5

(7) Embedded technologies and sub-applica-6

tions. 7

(8) Capabilities for data transfer to classified 8

networks. 9

(9) Other details, as determined appropriate by 10

the Director. 11

(c) ASSESSMENT.—The inventory described in sub-12

section (a) shall include an assessment of the potential for 13

rationalization, optimization, and harmonization among 14

the platforms, applications, efforts, and initiatives in-15

cluded in the inventory. 16

◊ 
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  Add at the end of subtitle A of title XV, insert the following new section: 
  
  15__. Cyber threat information sharing platforms 
  (a) Platform inventory No later than 270 days after the date of the enactment of this Act, the National Cyber Director, in consultation with senior officials of the Federal Government (as determined by the Director), shall compile and submit to Congress an inventory of the platforms, applications, efforts, and initiatives used across the Federal Government for the purpose of sharing cyber threat and cyber risk-related information between the Government and the private sector. 
  (b) Elements In carrying out the inventory required pursuant to subsection (a), the National Cyber Director shall collect relevant details about each platform, application, effort, and initiative, including the following: 
  (1) Usage by Government persons. 
  (2) Usage by private sector persons. 
  (3) Accessibility. 
  (4) Annual cost. 
  (5) Interoperability with other platforms, applications, efforts, and initiatives. 
  (6) Data exchange with other platforms, applications, efforts, and initiatives. 
  (7) Embedded technologies and sub-applications. 
  (8) Capabilities for data transfer to classified networks. 
  (9) Other details, as determined appropriate by the Director. 
  (c) Assessment The inventory described in subsection (a) shall include an assessment of the potential for rationalization, optimization, and harmonization among the platforms, applications, efforts, and initiatives included in the inventory. 
 

