AMENDMENT TO THE RULES COMMITTEE PRINT
FOR H.R. 1735
OFFERED BY MR. HANNA OF NEW YORK OR MR.
ISRAEL OF NEW YORK

Page 693, insert before line 7 the following:

1 SEC. 1642. ANNUAL REPORT ON DEPARTMENT OF DEFENSE
2 CYBER MISSION FORCES.
3
4 (a) REPORT REQUIRED.—Not later than January
5 31 each year, the Secretary of Defense shall submit to the
6 congressional defense committees a report that identifies
7 cyber threats relevant to the Department of Defense and
8 establishes a plan of action for addressing them.
9
10 (b) MATTERS COVERED.—The report shall include
11 analysis and discussion of the following:
12
13 (1) The identification and assessment of the
14 most predominant cyber threats facing the informa-
15 tion systems and network infrastructure of the De-
16 partment of Defense, each military department,
17 Armed Force, and Defense Agency, and any other
18 component of the Department as deemed relevant by
19 the Secretary.
20
21 (2) A comprehensive plan, which takes into ac-
22 count the contributions of both active duty and re-
serve personnel, for mitigating threats as identified in paragraph (1) and enhancing the resiliency of the Department of Defense’s technological infrastructure.

(3) An assessment of whether current resources and operational requirements for equipping cyber mission force units adequately support the comprehensive plan described in paragraph (2), and a review of relevant resource gaps that may prevent both active and reserve components from fully securing Department networks in accordance with previous directives and those outlined in the plan.

(c) COVERAGE OF ARMED FORCES AND DEFENSE AGENCIES.—The matters covered in the report shall be set forth separately for the cyber mission force for the entire Department of Defense, each military department, each Armed Force, each Defense Agency, and any other component of the Department.