AMENDMENT TO THE RULES COMMITTEE PRINT
H.R. 1731
OFFERED BY MR. CARTER OF GEORGIA

Page 4, line 23, insert “, or to assess the technical vulnerabilities of an information system” before the semi-colon at the end.

Page 34, beginning line 4, insert the following:

“(iii) Security protection for required technical vulnerability assessments.—Technical vulnerability assessments required to be submitted to a Federal entity by a non-Federal entity—

“(I) are exempt from disclosure under section 552 of title 5, United States Code, and shall be withheld, without discretion, from the public under subsection (b)(3)(B) of such section; and

“(II) shall not be admissible as evidence in any private civil action brought against such non-Federal entity.”.
Page 36, beginning line 12, insert the following (and redesignate subsequent subparagraphs accordingly):

“(B) TECHNICAL VULNERABILITY ASSESSMENTS.—Technical vulnerability information generated in the course of conducting network awareness on an information system of a non-Federal entity shall be considered confidential and is not admissible as evidence in any private civil action brought against such non-Federal entity.”.