
AMENDMENT TO THE RULES COMMITTEE PRINT 

H.R. 1731

OFFERED BY MR. CARTER OF GEORGIA

Page 4, line 23, insert ‘‘, or to assess the technical 

vulnerabilities of an information system’’ before the semi-

colon at the end.

Page 34, beginning line 4, insert the following:

‘‘(iii) SECURITY PROTECTION FOR RE-1

QUIRED TECHNICAL VULNERABILITY AS-2

SESSMENTS.—Technical vulnerability as-3

sessments required to be submitted to a 4

Federal entity by a non-Federal entity—5

‘‘(I) are exempt from disclosure 6

under section 552 of title 5, United 7

States Code, and shall be withheld, 8

without discretion, from the public 9

under subsection (b)(3)(B) of such 10

section; and 11

‘‘(II) shall not be admissible as 12

evidence in any private civil action 13

brought against such non-Federal en-14

tity.’’.15

VerDate 0ct 09 2002 10:58 Apr 21, 2015 Jkt 000000 PO 00000 Frm 00001 Fmt 6652 Sfmt 6201 C:\USERS\MAECKS~1\APPDATA\ROAMING\SOFTQUAD\XMETAL\7.0\GEN\C\CARTGA~1.X
April 21, 2015 (10:58 a.m.)

F:\M14\CARTGA\CARTGA_007.XML

f:\VHLC\042115\042115.070.xml           (598253|2)



2

Page 36, beginning line 12, insert the following (and 

redesignate subsequent subparagraphs accordingly):

‘‘(B) TECHNICAL VULNERABILITY ASSESS-1

MENTS.—Technical vulnerability information 2

generated in the course of conducting network 3

awareness on an information system of a non-4

Federal entity shall be considered confidential 5

and is not admissible as evidence in any private 6

civil action brought against such non-Federal 7

entity.’’. 8

◊

VerDate 0ct 09 2002 10:58 Apr 21, 2015 Jkt 000000 PO 00000 Frm 00002 Fmt 6652 Sfmt 6301 C:\USERS\MAECKS~1\APPDATA\ROAMING\SOFTQUAD\XMETAL\7.0\GEN\C\CARTGA~1.X
April 21, 2015 (10:58 a.m.)

F:\M14\CARTGA\CARTGA_007.XML

f:\VHLC\042115\042115.070.xml           (598253|2)



  
   F:\M14\CARTGA\CARTGA_007.XML 4/21/2015 10:58 04/20/2015 10:40  
  598253|2
  
 
 [Discussion Draft] 
 
 [Discussion Draft] 
  
  
 
  
  
 114th CONGRESS  1st Session 
 Amendment to the Rules Committee Print H.R. 1731 
  
 Offered by  Mr. Carter of Georgia 
  
 
 
    
  Page 4, line 23, insert  , or to assess the technical vulnerabilities of an information system before the semicolon at the end.  
  Page 34, beginning line 4, insert the following: 
  
  
  (iii) Security protection for required technical vulnerability assessments Technical vulnerability assessments required to be submitted to a Federal entity by a non-Federal entity— 
  (I) are exempt from disclosure under section 552 of title 5, United States Code, and shall be withheld, without discretion, from the public under subsection (b)(3)(B) of such section; and 
  (II) shall not be admissible as evidence in any private civil action brought against such non-Federal entity. . 
  
  Page 36, beginning line 12, insert the following (and redesignate subsequent subparagraphs accordingly): 
  
  
  (B) Technical vulnerability assessments Technical vulnerability information generated in the course of conducting network awareness on an information system of a non-Federal entity shall be considered confidential and is not admissible as evidence in any private civil action brought against such non-Federal entity. . 
 

