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AMENDMENT TO RULES COMMITTEE PRINT 115-

70

OFFERED BY MS. BONAMICI OF OREGON

At the end of subtitle B of title II, add the following

new section:

1 SEC. 2 . PHYSICAL ACCESS CONTROL AND IDENTITY

2 MANAGEMENT SYSTEM PROCUREMENT.

3 (a) COMPLETION OF PROCESSES REQUIRED.—

4 (1) DOD ENTITY CONTRACTS.—Not later than
5 60 days after the date of the enactment of this Act,
6 the Secretary of Defense shall complete all processes
7 necessary for any and all certifications, validations,
8 approvals, and authorities required for any physical
9 access control system or identity management sys-
10 tem available on a GSA Schedule contract, for which
11 connection to the Identity Matching Engine for Se-
12 curity Analysis utilizing the Department of Defense
13 Information Network is necessary for performance
14 on the contract, and with respect to which a Depart-
15 ment of Defense entity currently contracts for a
16 physical access control system or an identity man-
17 agement system, whether through the GSA schedule
18 or another contract type.
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2
1 (2) OTHER CONTRACTS.—Not later than 60
2 days after receiving a request from the applicable
3 GSA Schedule vendor, the Secretary of Defense shall
4 complete all processes necessary for any and all cer-
5 tifications, validations, approvals, and authorities re-
6 quired for any physical access control system or
7 identity management system available on a GSA
8 Schedule contract, for which connection to the Iden-
9 tity Matching Engine for Security Analysis utilizing
10 the Department of Defense Information Network is
11 necessary for performance on the contract, and with
12 respect to which a Department of Defense entity
13 currently does not contract for a physical access con-
14 trol system or an identity management system.
15 (b) SERVICE SPONSOR CONNECTION.—The certifi-
16 cations, validations, approvals, and authorities required
17 under subsection (a) shall be completed regardless of
18 whether the physical access control system or identity
19 management system has a service sponsor for connection
20 to the Identity Matching Engine for Security Analysis.
21 (¢) SPECIAL RULE.—The connection described in
22 subsection (a)(2) shall not become operational or allowed
23 to access information contained in the Identity Matching
24 Engine for Security Analysis database until there has been
25 a procurement of the physical access control system or
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I identity management system, whether or not from the

2 GSA Schedule.
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  At the end of subtitle B of title II, add the following new section: 
  
  2__. Physical access control and identity management system procurement 
  (a)  Completion of processes required 
  (1) DOD entity contracts Not later than 60 days after the date of the enactment of this Act, the Secretary of Defense shall complete all processes necessary for any and all certifications, validations, approvals, and authorities required for any physical access control system or identity management system available on a GSA Schedule contract, for which connection to the Identity Matching Engine for Security Analysis utilizing the Department of Defense Information Network is necessary for performance on the contract, and with respect to which a Department of Defense entity currently contracts for a physical access control system or an identity management system, whether through the GSA schedule or another contract type. 
  (2) Other contracts Not later than 60 days after receiving a request from the applicable GSA Schedule vendor, the Secretary of Defense shall complete all processes necessary for any and all certifications, validations, approvals, and authorities required for any physical access control system or identity management system available on a GSA Schedule contract, for which connection to the Identity Matching Engine for Security Analysis utilizing the Department of Defense Information Network is necessary for performance on the contract, and with respect to which a Department of Defense entity currently does not contract for a physical access control system or an identity management system. 
  (b) Service sponsor connection The certifications, validations, approvals, and authorities required under subsection (a) shall be completed regardless of whether the physical access control system or identity management system has a service sponsor for connection to the Identity Matching Engine for Security Analysis. 
  (c) Special rule The connection described in subsection (a)(2) shall not become operational or allowed to access information contained in the Identity Matching Engine for Security Analysis database until there has been a procurement of the physical access control system or identity management system, whether or not from the GSA Schedule. 
 

