
AMENDMENT TO RULES COMMITTEE PRINT 119– 

8 

OFFERED BY MRS. BIGGS OF SOUTH CAROLINA 

At the end of subtitle E of title X, insert the fol-

lowing new section: 

SEC. 10ll CYBERSECURITY AND RESILIENCE ANNEX IN 1

STRATEGIC RAIL CORRIDOR NETWORK AS-2

SESSMENTS. 3

(a) FINDINGS.—Congress finds that— 4

(1) the Strategic Rail Corridor Network (here-5

inafter referred to as ‘‘STRACNET’’) is a crucial 6

asset for military mobility and logistics, increasingly 7

targeted by cyber threats; 8

(2) cybersecurity vulnerabilities in rail infra-9

structure could disrupt defense operations and na-10

tional security during a crisis; 11

(3) resilience against cyberattacks and physical 12

disruptions is essential to maintain the operational 13

integrity of the Strategic Rail Corridor Network; 14

and 15

(4) regular assessments with a dedicated cyber-16

security and resilience annex are necessary to ad-17

dress evolving risks and ensure network reliability. 18
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(b) SENSE OF CONGRESS.—It is the sense of Con-1

gress that integrating cybersecurity and infrastructure re-2

silience into the Strategic Rail Corridor Network assess-3

ments in crucial to protecting this vital defense transpor-4

tation network. 5

(c) CYBERSECURITY AND RESILIENCE ANNEX.—The 6

Secretary of Defense, in coordination with the Secretary 7

of Transportation and the Secretary of Homeland Secu-8

rity, shall include in each assessment of the Strategic Rail 9

Corridor Network carried out after the date of the enact-10

ment of this section an annex containing an evaluation of 11

the cybersecurity and the resilience of the physical infra-12

structure of the Strategic Rail Corridor that includes— 13

(1) a description of potential cyber threats and 14

vulnerabilities affecting the Strategic Rail Corridor 15

Network operations; 16

(2) an assessment of the resilience of the Stra-17

tegic Rail Corridor Network against cyberattacks 18

and other disruptive actions by an adversary of the 19

United States; 20

(3) recommended actions to be taken by Con-21

gress and Federal agencies to improve the cyberse-22

curity defenses and the resilience of the physical in-23

frastructure of the Strategic Rail Corridor Network; 24

and 25
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(4) a description of the timelines and resource 1

requirements to implement the recommendations 2

under paragraph (3). 3

◊ 
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Amendment to Rules Committee Print 119–8


Offered by Mrs. Biggs of South Carolina


At the end of subtitle E of title X, insert the following new section:


SEC. 10__ Cybersecurity and Resilience Annex in Strategic Rail Corridor Network Assessments.

(a) Findings.—Congress finds that— 


(1) the Strategic Rail Corridor Network (hereinafter referred to as “STRACNET”) is a crucial asset for military mobility and logistics, increasingly targeted by cyber threats;


(2) cybersecurity vulnerabilities in rail infrastructure could disrupt defense operations and national security during a crisis; 


(3) resilience against cyberattacks and physical disruptions is essential to maintain the operational integrity of the Strategic Rail Corridor Network; and


(4) regular assessments with a dedicated cybersecurity and resilience annex are necessary to address evolving risks and ensure network reliability.


(b) Sense of Congress.—It is the sense of Congress that integrating cybersecurity and infrastructure resilience into the Strategic Rail Corridor Network assessments in crucial to protecting this vital defense transportation network.


(c) Cybersecurity and Resilience Annex.—The Secretary of Defense, in coordination with the Secretary of Transportation and the Secretary of Homeland Security, shall include in each assessment of the Strategic Rail Corridor Network carried out after the date of the enactment of this section an annex containing an evaluation of the cybersecurity and the resilience of the physical infrastructure of the Strategic Rail Corridor that includes— 


(1) a description of potential cyber threats and vulnerabilities affecting the Strategic Rail Corridor Network operations;


(2) an assessment of the resilience of the Strategic Rail Corridor Network against cyberattacks and other disruptive actions by an adversary of the United States; 

(3) recommended actions to be taken by Congress and Federal agencies to improve the cybersecurity defenses and the resilience of the physical infrastructure of the Strategic Rail Corridor Network; and

(4) a description of the timelines and resource requirements to implement the recommendations under paragraph (3).
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 119th CONGRESS  1st Session 
 Amendment to Rules Committee Print 119–8 
  
 Offered by  Mrs. Biggs of South Carolina 
 
 
    
  At the end of subtitle E of title X, insert the following new section: 
  
  10__ Cybersecurity and Resilience Annex in Strategic Rail Corridor Network Assessments 
  (a) Findings Congress finds that— 
  (1) the Strategic Rail Corridor Network (hereinafter referred to as  STRACNET) is a crucial asset for military mobility and logistics, increasingly targeted by cyber threats; 
  (2) cybersecurity vulnerabilities in rail infrastructure could disrupt defense operations and national security during a crisis;  
  (3) resilience against cyberattacks and physical disruptions is essential to maintain the operational integrity of the Strategic Rail Corridor Network; and 
  (4) regular assessments with a dedicated cybersecurity and resilience annex are necessary to address evolving risks and ensure network reliability. 
  (b) Sense of Congress It is the sense of Congress that integrating cybersecurity and infrastructure resilience into the Strategic Rail Corridor Network assessments in crucial to protecting this vital defense transportation network.  
  (c) Cybersecurity and Resilience Annex The Secretary of Defense, in coordination with the Secretary of Transportation and the Secretary of Homeland Security, shall include in each assessment of the Strategic Rail Corridor Network carried out after the date of the enactment of this section an annex containing an evaluation of the cybersecurity and the resilience of the physical infrastructure of the Strategic Rail Corridor that includes— 
  (1) a description of potential cyber threats and vulnerabilities affecting the Strategic Rail Corridor Network operations; 
  (2) an assessment of the resilience of the Strategic Rail Corridor Network against cyberattacks and other disruptive actions by an adversary of the United States;  
  (3) recommended actions to be taken by Congress and Federal agencies to improve the cybersecurity defenses and the resilience of the physical infrastructure of the Strategic Rail Corridor Network; and 
  (4) a description of the timelines and resource requirements to implement the recommendations under paragraph (3). 
 

