AMENDMENT TO THE RULES COMMITTEE PRINT
FOR H.R. 4435
OFFERED BY M. __________

At the appropriate place in title X, insert the following new section:

1 SEC. __. REPORT ON CERTAIN INFORMATION TECHNOLOGY SYSTEMS AND TECHNOLOGY AND CRITICAL NATIONAL SECURITY INFRASTRUCTURE.

5 (a) NOTIFICATION REQUIRED.—The Secretary of Defense and the Director of National Intelligence shall each submit to the appropriate congressional committees a notification of each instance in which the Secretary or the Director determine through analysis or reporting that an information technology or telecommunications component from a company suspected of being influenced by a foreign country, or a suspected affiliate of such a company, is competing for or has been awarded a contract to include the technology of such company or such affiliate into a covered network.

(b) TIME OF NOTIFICATION.—Each notification required under subsection (a) shall be submitted not later than 30 days after the date on which the Secretary or
the Director makes a determination described in such subsection.

(c) ELEMENTS OF NOTIFICATION.—Each notification submitted under subsection (a) shall include—

(1) a description of the instance described in subsection (a), including an identification of the company of interest and the covered network affected;

(2) an analysis of the potential risks and the actions that can be taken to mitigate such risks; and

(3) a description of any follow up or other response actions to be taken.

(d) DEFINITIONS.—In this section:

(1) APPROPRIATE CONGRESSIONAL COMMITTEES.—The term “appropriate congressional committees” means—

(A) the congressional defense committees;

(B) the Permanent Select Committee on Intelligence of the House of Representatives; and

(C) the Select Committee on Intelligence of the Senate.

(2) COVERED NETWORK.—The term “covered network” includes—
(A) information technology or telecommunications networks of the Department of Defense or the intelligence community; and

(B) information technology or telecommunications networks of network operators supporting systems in proximity to Department of Defense or intelligence community facilities.

(3) INTELLIGENCE COMMUNITY.—The term “intelligence community” has the meaning given the term in section 3(4) of the National Security Act of 1947 (50 U.S.C. 3003(4)).