
AMENDMENT TO RULES COMMITTEE PRINT 114- 

18 

OFFERED BY MR. TAKAI OF HAWAII 

Page 15, line 4, strike ‘‘and’’. 

Page 15, line 7, strike the period and insert ‘‘; and’’. 

Page 15, after line 7, insert the following: 

‘‘(iii) include a summary of any plan 1

of action and milestones to address any 2

known information security vulnerability, 3

as identified pursuant to a widely accepted 4

industry or Government standard, includ-5

ing— 6

‘‘(I) specific information about 7

the industry or Government standard 8

used to identify the known informa-9

tion security vulnerability; 10

‘‘(II) a detailed time line with 11

specific deadlines for addressing the 12

known information security vulner-13

ability; and 14
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2 

‘‘(III) an update of any such 1

time line and the rationale for any de-2

viation from the time line.’’. 3

◊ 
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 114th CONGRESS  1st Session 
 Amendment to Rules Committee Print 114-18 
  
 Offered by  Mr. Takai of Hawaii 
  
 
 
    
  Page 15, line 4, strike  and.  
  Page 15, line 7, strike the period and insert  ; and.  
  Page 15, after line 7, insert the following:
 
 
  (iii) include a summary of any plan of action and milestones to address any known information security vulnerability, as identified pursuant to a widely accepted industry or Government standard, including—
  (I) specific information about the industry or Government standard used to identify the known information security vulnerability;
  (II) a detailed time line with specific deadlines for addressing the known information security vulnerability; and
  (III) an update of any such time line and the rationale for any deviation from the time line. .
 

