
AMENDMENT TO 

RULES COMMITTEE PRINT 114-59 

OFFERED BY MR. POSEY OF FLORIDA 

Page 2, after line 13, insert the following new sub-

section: 

(b) INFORMATION SECURITY PROTOCOL.—An agency 1

employee acting in the official capacity of the employee 2

(other than the head of the agency) may not establish, 3

operate, maintain, or otherwise permit the use of informa-4

tion technology that is not certified by the Chief Informa-5

tion Officer of the agency as in compliance with the estab-6

lished information security protocols. 7

Page 2, line 14, strike ‘‘(b)’’ and insert ‘‘(c)’’. 

◊ 
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