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AMENDMENT TO THE RULES COMMITTEE PRINT 

FOR H.R. 4909 

OFFERED BY MR. HANNA OF NEW YORK 

At the end of subtitle C of title XVI, add the fol-

lowing new section: 

SEC. 1635. REQUIREMENT FOR ARMY NATIONAL GUARD 1

STRATEGY TO INCORPORATE CYBER PRO-2

TECTION TEAMS INTO DEPARTMENT OF DE-3

FENSE CYBER MISSION FORCE. 4

(a) STRATEGY REQUIRED.—Not later than 180 days 5

after the date of the enactment of this Act, the Secretary 6

of the Army, if the Secretary has not already done so, 7

shall provide a briefing to the congressional defense com-8

mittees outlining a strategy for incorporating Army Na-9

tional Guard cyber protection teams into the Department 10

of Defense cyber mission force. 11

(b) ELEMENTS OF STRATEGY.—The strategy re-12

quired by subsection (a) shall include, at minimum, the 13

following: 14

(1) A timeline for incorporating Army National 15

Guard cyber protection teams into the Department 16

of Defense cyber mission force, including a timeline 17

for receiving appropriate training. 18
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(2) Identification of specific units to be incor-1

porated. 2

(3) An assessment of how incorporation of 3

Army National Guard cyber protection teams into 4

the Department of Defense cyber mission force 5

might be used to enhance readiness through im-6

proved individual and collective training capabilities. 7

(4) A status report on the Army’s progress in 8

issuing additional guidance that clarifies how Army 9

National Guard cyber protection teams can support 10

State and civil operations in National Guard status 11

under title 32, United States Code. 12

(5) Other matters as considered appropriate by 13

the Secretary of the Army. 14

◊ 
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 [Discussion Draft] 
 
 [Discussion Draft] 
  
  
 
  
  
 114th CONGRESS  2d Session 
 Amendment to the Rules Committee Print for H.R. 4909  
  
 Offered by  Mr. Hanna of New York 
  
 
 
    
  At the end of subtitle C of title XVI, add the following new section: 
  
  1635. Requirement for Army National Guard strategy to incorporate cyber protection teams into Department of Defense cyber mission force 
  (a) Strategy required Not later than 180 days after the date of the enactment of this Act, the Secretary of the Army, if the Secretary has not already done so, shall provide a briefing to the congressional defense committees outlining a strategy for incorporating Army National Guard cyber protection teams into the Department of Defense cyber mission force. 
  (b) Elements of strategy The strategy required by subsection (a) shall include, at minimum, the following: 
  (1) A timeline for incorporating Army National Guard cyber protection teams into the Department of Defense cyber mission force, including a timeline for receiving appropriate training.
  (2) Identification of specific units to be incorporated. 
  (3) An assessment of how incorporation of Army National Guard cyber protection teams into the Department of Defense cyber mission force might be used to enhance readiness through improved individual and collective training capabilities. 
  (4) A status report on the Army’s progress in issuing additional guidance that clarifies how Army National Guard cyber protection teams can support State and civil operations in National Guard status under title 32, United States Code.
  (5) Other matters as considered appropriate by the Secretary of the Army.  
 

