
AMENDMENT TO THE RULES COMMITTEE PRINT 

FOR H.R. 4909 

OFFERED BY MR. HANNA OF NEW YORK 

At the end of subtitle C of title XVI, add the fol-

lowing new section: 

SEC. 1635. REQUIREMENT FOR ARMY NATIONAL GUARD 1

STRATEGY TO INCORPORATE CYBER PRO-2

TECTION TEAMS INTO DEPARTMENT OF DE-3

FENSE CYBER MISSION FORCE. 4

(a) STRATEGY REQUIRED.—Not later than 180 days 5

after the date of the enactment of this Act, the United 6

States Army Cyber Command shall, if it has not already 7

done so, submit a strategy to United States Cyber Com-8

mand for incorporating Army National Guard cyber pro-9

tection teams into the Department of Defense cyber mis-10

sion force. 11

(b) ELEMENTS OF STRATEGY.—The strategy re-12

quired by subsection (a) shall include, at minimum, the 13

following: 14

(1) A plan for how Army National Guard Cyber 15

Protection Teams can provide surge support to ac-16

tive duty Army personnel during periods of critical 17
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need, and at other times as considered appropriate 1

by the Secretary of Defense. 2

(2) An assessment of how integration into the 3

Department of Defense Cyber Mission Force would 4

enhance the readiness of Army National Guard 5

Cyber Protection Teams through enhanced indi-6

vidual and collective training capabilities. 7

(3) A status report on the Army’s progress in 8

issuing additional guidance that clarifies how Army 9

National Guard Cyber Protection Teams can sup-10

port State and civil operations in National Guard 11

status under title 32, United States Code, through 12

coordinating training, advising, and assisting mis-13

sions, in accordance with strategic goals previously 14

outlined in the Department of Defense Cyber Strat-15

egy of April 2015. 16

(c) RESPONSE TO STRATEGY.—Not later than 90 17

days after receiving the strategy required by subsection 18

(a), the commander of United States Cuber Command 19

shall respond to the strategy and provide appropriate jus-20

tification for its response to the Committees on Armed 21

Services of the House of Representatives and the Senate. 22

◊ 
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  At the end of subtitle C of title XVI, add the following new section: 
  
  1635. Requirement for Army National Guard strategy to incorporate cyber protection teams into Department of Defense cyber mission force 
  (a) Strategy required Not later than 180 days after the date of the enactment of this Act, the United States Army Cyber Command shall, if it has not already done so, submit a strategy to United States Cyber Command for incorporating Army National Guard cyber protection teams into the Department of Defense cyber mission force. 
  (b) Elements of strategy The strategy required by subsection (a) shall include, at minimum, the following: 
  (1) A plan for how Army National Guard Cyber Protection Teams can provide surge support to active duty Army personnel during periods of critical need, and at other times as considered appropriate by the Secretary of Defense. 
  (2) An assessment of how integration into the Department of Defense Cyber Mission Force would enhance the readiness of Army National Guard Cyber Protection Teams through enhanced individual and collective training capabilities. 
  (3) A status report on the Army’s progress in issuing additional guidance that clarifies how Army National Guard Cyber Protection Teams can support State and civil operations in National Guard status under title 32, United States Code, through coordinating training, advising, and assisting missions, in accordance with strategic goals previously outlined in the Department of Defense Cyber Strategy of April 2015. 
  (c) Response to strategy Not later than 90 days after receiving the strategy required by subsection (a), the commander of United States Cuber Command shall respond to the strategy and provide appropriate justification for its response to the Committees on Armed Services of the House of Representatives and the Senate.  
 

